WhiteHat Pen Test Service

POWERED BY BUGCROWD

Maximize your application security with automated and continuous web application scanning plus periodic pen testing to find and fix crucial vulnerabilities faster. This advanced approach will significantly reduce the risk of data breaches and other cybersecurity incidents.

The WhiteHat Pen Test Service is a comprehensive application security testing bundle which includes WhiteHat’s industry proven Sentinel Dynamic for complete web application security and Bugcrowd’s unique crowdsourced pen test performed by their security experts to find high priority vulnerabilities and help organizations meet key compliance requirements for PCI-DSS, SOC2, HIPAA etc.

The WhiteHat Pen Test Service enables organizations to couple continuous software-based scanning with crowdsourced, methodology-driven pen testing in support of a variety of compliance requirements. Vulnerabilities detected by WhiteHat Sentinel Dynamic are manually verified by Threat Research Center (TRC) security engineers, while vulnerabilities uncovered during the pen test are validated and prioritized by Bugcrowd’s in-house team of application security engineers before inclusion in a final report. Once remediated by the organization, Bugcrowd re-tests and revises the report to reflect the application’s latest security posture.

The WhiteHat Pen Test 1 year subscription service offers true value in addition to the convenience of working with one trusted partner that provides the industry leading DAST solution coupled with pen tests powered by Bugcrowd.

Choose one of these available pen test options:

<table>
<thead>
<tr>
<th>METHODOLOGY-DRIVEN PEN TEST</th>
<th>TIME</th>
<th>INCLUDES</th>
<th>REPORT</th>
<th>ONE RETEST</th>
</tr>
</thead>
<tbody>
<tr>
<td>External Network</td>
<td>3 Days</td>
<td>128 active IPs scanned and assessed for vulnerabilities</td>
<td>✓</td>
<td>✓</td>
</tr>
<tr>
<td>API</td>
<td>3 Days</td>
<td>Up to 75 endpoints</td>
<td>✓</td>
<td>✓</td>
</tr>
<tr>
<td>Web Application</td>
<td>3 Days</td>
<td>Up to 100 input fields</td>
<td>✓</td>
<td>✓</td>
</tr>
</tbody>
</table>
Key Benefits

Cost Effective
Bundle includes one DAST SE 1-year subscription + 1 Bugcrowd 3-day pen test service for the same price as a DAST SE stand-alone service.

Quick Deployment
With access to thousands of vetted and available pen testers, program deployment can occur in a matter of hours, not weeks.

Continuous Assessment
WhiteHat Sentinel Dynamic is designed to scan websites continuously, and to automatically detect code changes to web applications.

WhiteHat Security Index (WSI)
Access to an instant, visual single score to monitor and manage the robustness of your website security.

Vulnerability Verification
All vulnerabilities are manually verified by the security engineers of our Threat Research Center (TRC), augmented by artificial intelligence, virtually eliminating false positives.

On Demand Retests
Ability to retest WhiteHat Sentinel detected vulnerabilities on-demand after remediation to confirm whether the vulnerabilities have been fixed.

Faster Access to the Right Resources
Bugcrowd’s proprietary CrowdMatch™ technology helps rapidly identify the right pen tester for every unique engagement, and are matched by skill, trust, interest, performance, geography, and more.

Actionable Results
Platform-driven results aggregation and reporting delivers the fastest time-to-value. Reports include one future revision based on retest outcomes.

ABOUT WHITEHAT SECURITY
WhiteHat Security is the leading advisor for application security with the most comprehensive platform powered by artificial and human intelligence. Trusted for nearly two decades by mid-sized to Fortune 500 organizations, WhiteHat Security empowers DevOps by continuously assessing the risk of software assets throughout the software development life cycle (SDLC). The company is an independent, wholly-owned subsidiary of NTT Ltd. and is based in San Jose, California, with regional offices across the U.S. and Europe. For more information, visit www.whitehatsec.com.

ABOUT BUGCROWD
Bugcrowd is the #1 crowdsourced security company. More Fortune 500 organizations trust Bugcrowd to manage their Bug Bounty, Vulnerability Disclosure, Attack Surface Management, and Pen Test programs. Bugcrowd’s award-winning platform combines actionable, contextual intelligence with the skill and experience of the world’s most elite hackers to help leading organizations identify and fix vulnerabilities, protect customers, and make the digitally connected world a safer place. Learn more at www.bugcrowd.com.